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Y crarTi po3risiialThes MpoGJieMH 3aXHCTY JaHUX B
ABTOMATH30BAHHMX CHCTEMaX YNPaBJiHHA 3eMeJbHHUMH
pecypcaMu OpraHiB MicHeBOro caMOBPSIIYBAHHSI B
YMOBaX BOECHHOIO CTaHy B YKpaiHi. AKIeHT 3p00JieHO Ha
HeoOXiHOCTI  iHTerpamii  cy4yacHHX  MiXKHAPOJHHX
cranaaprie kibep3axucry, 3okpema NIST Cybersecurity
Framework (CSF) 2.0, y npakTuky MicueBux paja ajs
NiIBULIEHHs] TPO30POCTi Ta 6e3MeKH KaJacTPOBUX AaHHUX.
ABTOp NpPONOHYE CTBOPeHHSl MNPOTOTHUNY IUIATiHA I
QGIS, sxwmii peanisye nmpuHuunu CSF: inentudikauis
aKTUBiB,  3aXHCT, MOHITOPMHI, pearyBaHHd Ta
BilHOBJIeHHs1. BrnpoBaJiKeHHA TaKoro iHCTPYMEHTY
J03BOJIUTH 3HM3NUTH PU3MKH MaHINyIsANil i3 3eMelbHUMHU
pecypcamu, 3a0e3meuuTH BiANOBiAHICTH MiXKHAPOAHUM
CTaHAAPTAM YNPaBJiHHS PH3MKAMHU Ta MiABUIIUTH 10Bipy
rpoMa/isii 10 uudpoBUX cepBiciB oprauis Biaaau. [1]
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ABTOMAaTH30BaHI CHCTEMH YOPABITIHHS
3eMEJIbHUMHU PeCcypcaMH MICHEBOIO CaMOBpSILyBaHHs
e reoiHpopMmaiiiHi CUCTEMH, SIKi y CBOEMY CKJIaii
MaroTh 0a3M NaHMX, IO MICTATh MEBHY iH(OpMAIlO 3
PI3HOMaHITHHX PEECTPiB, 30KpeMa IepcoHalbHi JaHi. B
TENepilHiid Yac, 0COOJMBO B YMOBaX BOEHHOTO CTaHy,
3axucT iH(popMamii Bi KpamgiKOK, XaKePChKHX aTak
HaOyBae OOOB’SI3KOBOTO 3HAYCHHsS. 3aKoHOJaBya 0asa,
MIOJI0 3aXHUCTy iHQOpMaIll IPYHTYETbCS Ha 3aKOHAX
VYkpainu “Tlpo _ indopmaniro”, “Ilpo  goctyn  jio

nyOJa19HOL iHbopmMmaii”, “IIpo JIEp)KaBHY
TaemMuu1ro”’, “TIpo 3aXHCT iHbopMaIii B
iHbOpMaLiIHO-KOMYHIKAIIHHUX cucremax’”’, “IIpo
eJIeKTpOHHI  KomyHikamii’, “IIpo  OcHOBHi  3acaau
3a0e3neuends  kibepOesneku  Ykpainu”, ITomoxeHH]

Ipo  TEXHIYHMK 3axucT _i"HdbopMauii B YkpaiHi,
3aTBep/keHoMy Ykazom Ilpesunenra Ykpainu Bix 27
BepecHs 1999 poxy Ne 1229, [lonoxkeHHi 1po
Oprati3aniiHO-TeXHIYHY MOJIENID Kibep3axucry,
3aTBep/PKEHOMY TocTaHoBoro KaOinety MiHicTpiB
Vkpainn Bix 29 rpynus 2021 poky Ne 1426, IIpaBmiia
3a0e3MedeHHs 3aXUCTy iH(popmanii B iHpOpMAaIIHHUX,
CJIEKTPOHHUX KOMYHIKamiHHUX Ta iH(OpMAaIiiiHO-
KOMYHIKAI[IHHUX CHCTEMax, 3aTBEPKCHI MOCTAHOBOIO
Ka6iner MinictpiB Ykpaiau Bix 29 6epesus 2006 poky

https://doi.org/10.31713/MCIT.2025.038

Oumnbra Miuyra
HauionanbHuii yHIBEpCUTET BOJHOTO FOCIIOAAPCTBA
Ta NPUPOJOKOPHCTYBAHHS,
M. PiBHe, Vkpaina
o.r.michuta@nuwm.edu.ua

Ne 373 (ocrammi 3miam 28 Oepesns 2025 poxy).
Anminicrpamiero JIepKCren3s's3Ky BHAaHO Haka3 Bif
30 ciuas 2025 poky Ne 54 «IIpo 3aTBepmKeHHS
bazoBux 3axomiB 3 kibep3axucty Ta MeETOTUYHHX
peKOMEHAAIIN OO0 3IiCHEeHHS 0a30BHUX 3aXOJiB 3

Kibep3axucTty». MeToauuHi  peKOMEHAAIlli 100
3nificHeHHss  0a3oBMX  3axoMiB 3  Kibepzaxucry
po3pobneHo 3 ypaxyBaHHAM JokymeHta NIST

Cybersecurity Framework (CSF) 2, Bumanoro y 2024
poui HamioHanbHUM IHCTUTYTOM CTaHAApTiB Ta
texnouorii Cronmyuennx IlltatiB Amepuku (National
Institute of Standards and Technology). [1]

OpeiimBopk  NIST  Cybersecurity Framework
(CSF) 2.0 Hamae yHiBepCaJbHHM MIAXIA IS OLIHKH Ta
3HIDKCHHS KiOeppw3uKiB y cdepi aBromaru3arii
3eMEJIbHUX  PecypciB. Y  KOHTEKCTI  MICIICBOTO
camoBpsyBaHHs  BrapoBamkeHHs CSF  jo3Bossie
MICHEBUM  pajiaM  TapaHTyBaTh  IpO30piCTh  Ta
JOCTOBIPHICTh KaJaCTPOBUX JaHUX, 3HU3UTH PU3UKH
MaxiHaIlii i3 3eMJer0, 3aXUCTUTH JaHi BiJ KibepaTak Ta
BHYTPIIIHIX 3arpo3, MiABHIIUTH IOBIpY I'pOMajsH /0
muppoBux ceppiciB. CTBOPEHHS NPOTOTHITY IUIariHa
mis QGIS ma ocmoBi NIST CSF 2.0 aBTOMaTH3yeE
MOHITOPHHT, 3aXHCT Ta ayAWT MOii KOPHCTyBadiB y
cucremi. [2; 3; 4]

PosrnsiHeMo OCHOBHI MOy IJIariHa.

Mopnyne  inentudikanii  axkrtusiB  (Identify):
ABTOMAaTUYHO  CTBOPIOE  IHBEHTapu3allifo  IIapiB
(3eMenbHI JUISTHKY, BIIACHHUKH, KaIacTpOBI HOMEpH),
BU3HAYa€ KPUTUYHI JIaHi (HampHKIa, [paBa BIacHOCTI
9H 3eMEJbHI MEXKi).

Monyne koHTpomo nocryny (Protect): iHTerparis
3 0azor0 kopuctyBauiB (LDAP / Active Directory),
pO3MEKyBaHHS JOCTYITy (anminicTparop,
3eMJICBIIOPSIHUK, neperisy A TPOMajsH),
IBO(aKTOpHA aBTEHTH(]IKAIIA TP BXOI.

Monyns moniTopunTy (Detect): BincTe:xeHHS 3MiH
y KajgacTpoBiii 0a3i B peallbHOMY 4aci, BUSBJICHHS
aHoMamii  (HampuKIam, SAKOO IUIOMIA  JUISHKH
3MeHIlneHa/301nbimena >10% 0e3 MosiCHeHHs), )KypHal
3MiH 13 MOKJIUBICTIO Bi/IKATYy.

Monayns pearyBanas (Respond): aBromarnune
CHOBIILIEHHsT aJMIHICTparopa NpO WiN03puli 3MiHH,
TeHEepallis 3BITY PO IHIUICHT, TAMYACOBE OJIOKYBaHHS
Mi103pLINX KOPHCTYBaUiB.
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Moayne BigHoBieHHss (Recover): iHTerpauis 3
CHCTEMOIO PE3epPBHOIO KOMIIOBAHHSA, AaBTOMAaTHYHE
BITHOBJICHHS OCTaHHBbOI KOPEKTHOI Bepcil Imapy,
nepeBipKa HiTICHOCTI Pe3ePBHUX JIAHUX.

Inrepdeiic kopucTyBaua MOXKHA NPEACTABUTH
nanens «CyberSecurity Dashboard» y QGIS 3 3
BKJIA/IKAMU:

Assets & Risks — iHBeHTapu3ais mapis i pU3HKiB.

Events Monitor — >XypHanm monid 1 BHSABJIEHI
aHoMaii.

Recovery — ynpaBiiHHA pe3epBHUME KOIISIMH Ta
BiJHOBJICHHAM.

OuikyBaHuii e(eKkT BiA 3acTOCYBaHHS IUIAriHa
MOJISITa€ Yy  3HWKCHHI  PU3WMKYy  MaHINYyJSIiA i3
KaJaCTPOBUMH  JIaHMMH, MiJABHIIEHHIO IPO30POCTI

JIISUTBHOCTI  3E€MEJIBHOTO  BIAAUTY,  BIAMOBIAHICTH
MDKHapOJHUM CTaHJIapTaM YIpPaBIiHHSA pPU3UKaMHU,
MOJKIJIUBICTH MacIITaOyBaHHS IUIariga ISt

BUKOPHCTAHHS B yciX rpomManax Ykpainu. [1; 5]
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